Information Resources – Network Access

Approved January 20, 2004
Revised November 21, 2006
Revised September 17, 2009
Revised June 5, 2013
Next Scheduled Review: June 5, 2016

Supplements TEES Rule 29.01.99.E1

Standard Administrative Procedure Statement
The scope of this procedure is to ensure the infrastructure continues to develop with sufficient flexibility to meet TEES demands.

Reason for Standard Administrative Procedure
The purpose of the network access procedure is to establish the process for the access and use of the network infrastructure.

Procedures and Responsibilities

1. CONTROLS AND RESPONSIBILITIES

1.1 Network aggregation devices (e.g., hubs, switches, routers) shall not be connected to TAMU Computing and Information Services (CIS) managed network infrastructure without prior approval by CIS. Contact CIS Help Desk Central at consult@net.tamu.edu or (979) 845-8300.

1.2 Management of network addresses and name space may be delegated to system administrators. Users are permitted to use only those network addresses issued to them by their designated system administrator.

1.3 Network scans and network vulnerability scans of devices attached to the network are occasionally necessary to ensure the integrity of TEES computing systems. Network scans and network vulnerability scans may only be conducted by TEES employees designated by the division head responsible for the information resource. Guidelines for appropriate scanning can be found at:


1.4 Individuals controlling right-to-use for systems attached to the network infrastructure will ensure only authorized persons are granted access.

1.5 Allowing anonymous write capability to systems or anonymously originating network traffic requires CIS permission.
1.6 Users shall not alter network hardware in any way.

Related Statutes, Policies, or Requirements
TAMU SAP 29.01.99.M1.12, Information Resources – Network Access

TEES Rule 29.01.99.E1, Security of Electronic Information Resources
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